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Protecting Children Online

Parenting 

keeps them 

safer than 

settings.



Protecting Children Online

Behaviour puts 

young people at 

risk  not 

technology







How Did You Decide? 

Who?

What?

Where?



https://www.net-aware.org.uk/




Sheffield



The Worst Case Scenarios?

Sexual 
Exploitation

Addiction

Bullying
Extreme Health 

Messages e.g Pro 
Suicide

Radicalisati
on

Commercial 
Exploitation or 

Criminality

Teenagers with SEND are the MOST vulnerable young 
people. 



What our Children and Young People 
Worry about. 

Scary Stuff The News

Swearing 

Losing their Tech. 
Not being Online

Pressure to get 
likes

Being left out of 
Squads/ Lobbys. 

Parties

Nasty or Offensive 
Comments

Pressure for 
naked selfies 

Friends 

Strangers

Sharenting



Anns Grove



Year 1 and  2

• Lots of games – Princess 
Games, Roblox, Hot wheel 
City etc.

• You tube Rainbow Tastic, 

Ryan’s Toy view.

• Netflix etc.

• Fortnite and Snapchat 

• Buying in Fortnite

• Didn’t want to use YouTube 
kids

• Netflix – 18 Films!

• Some children felt 
unsupervised 

Lots of phones – but many with no 
SIM card.



Year 3 and 4 

• Games  Minecraft, Roblox, Fifa, 
Mario etc.

• You tube 

• Times Table Rock Star. 

• Craft and painting apps

• Netflix etc.

• Year 3 talked about getting lots 
of help form parents and not 
being allowed things because of 
age. 

• 18+Games

• Lots of in game purchase

• TikTok  -sexual dancing. “Lots of rude 
stuff”

• Racism 

• Children said they felt “addicted” and 
worried about hackers

• “Don’t want kids stuff”



Year 5 and 6 

• YouTube 

• More Social Media – Facebook, 
Messenger and WhatsApp, 
Instagram

• Anime – ( Easy to find 18+)

• Discord

• Gaming – mostly 16+

• Twitter

• Different rules with two parents 

• Lots of in game purchase – large amounts 
mentioned.

• TikTok  - Live streams. Purchases

• Large WhatsApp groups (50+)

• Children said they felt “addicted” and 
worried about hackers

• Some children only played on phone or 
tablet. 

• Online drugs deals  - linked to searches 
but better at school because of filtering. 

• Scams and hacking 



Progressive Curriculum





Where to get help 
and information



https://www.nspcc.org.uk/fighting-for-childhood/about-us/partners/nspcc-o2-online-safety-partnership/


https://parentzone.org.uk/advice/parent-guides


https://www.thinkuknow.co.uk/parents/


http://www.childnet.com/parents-and-carers


https://www.saferinternet.org.uk/advice-centre/parents-and-carers


Making it Simple:
The WWW approach

Who are your children talking to online?

Where are your children going online?

What are they doing online?

Illegal 
downloading, 
hacking, gambling, 
bullying/harassing 
others, uploading 
material 

Exposure to 
marketing/spam, 
violent or hateful 
content, 
inappropriate sexual 
content 

Adverts, in app 
sales bullying, 
stalking, flirting, 
online chatting

W

W

W

W



What to do if you have a 
Who worry

Explain to your child why you are worried 
about the people they are in touch with 
online

If someone is bullying your child online:

• Keep the evidence – screenshots 
and/or texts

• If it’s someone from their school, talk 
to their teacher

• Report to the service provider

• Find out how to block users on Social 
Media Sites

If you are concerned about a person who is 
talking to your child, you can report it to 
CEOP or the police. 



What to do if you have 
a What worry

Check your child’s privacy settings on sites 
like Musical.ly  and image sharing sites like 
Instagram. Think about the age they have 
told different sites

Turn off in-app purchasing on 
smartphones and tablets register it for 
an under 18. 

Decide whether you need to involve your 
child’s school or even the police 

Talk to your child about the news and 
where to find it. 



What to do if you have
a Where worry 

Talk to your child about your 

concerns 

Agree sites that you’re happy for 

them to use

Set YouTube SafetyMode  and Google 

SafeSearch to help filter 

‘inappropriate content’

Familiarise yourself with reporting 

tools on sites like instagram, 

YouTube 



TALK, TALK TALK…. Children 

are not the experts!!!
• Difference between online and “real” friendships

• Ask what sites they visit,  who they talk to when they 
go there and what they do. 

• Have they any anxieties or concerns? 

• Talk to them about your concerns.

• Parental controls and filtering software can help keep 
younger children away from worrying content or areas.

• Threatening to "take the internet away" or to remove a 
child's mobile phone is unlikely to help. Need to learn

• If you are extremely concerned talk to a professional or 
the Police.


